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KWESTIONARIUSZ OSOBOWY DLA CUDZOZIEMCA do zawarcia UMOWY CYWILNO-PRAWNEJ
PERSONAL DATA FORM FOR FOREIGNERS to conclude a CIVIL LAW CONTRACT

Dane identyfikacyjne (Personal details)
Nazwisko (Family name) ...........................................................................................................................................

Imię  (First name)    ...................................................................................................................................................
Data urodzenia (date of birth) ..................................................................................................................................
Miejsce urodzenia (Place of birth)……………………………………………………………………………………………………………………….
Imiona rodziców (Parent’s names) ……………………………………………………………………………………………………………………..
Numer identyfikacyjny podatnika (Taxpayer identification number) ……………………………………………………………………………………………………………………………………………………………………..……

Rodzaj numeru identyfikacyjnego (dokumentu potwierdzającego tożsamość)  (type of identification number (identity document)  …………………………………………………..…………………………….………………………………………………………..

Kraj wydania numeru identyfikacyjnego (dokumentu potwierdzającego tożsamość) (Country of issue of the identification number (identity document) 

…………………………………………………………………………………………………………………………………………………………………………..

Adres zamieszkania (Residence address)   

Kraj (Country).............................................................................................................................................................

Miejscowość (City/Town) ……………………………………………………….…………………………………………………………….………………..

Kod pocztowy (Post code) …………………………………………………………………………………………………………….…………..……..
Ulica (Street)....................................................................................................................numer  domu (building number....................................... numer lokalu (Flat number)……………………………………..………………………………………….

Dane Banku  (Bank Data)
	Kraj banku kontrahenta (Country of the bank)
	

	Identyfikator banku-SWIFT BIC  (bank account number SWIFT CODE)
	

	Numer konta (bank account number)
	

	Nazwa banku (bank name)
	

	Adres banku (bank address) 
	


Telefon kontaktowy (telephone number) ………………………………………………………………….…………………………………………. 
email address.............................................................................................................................................................

I agree for this e-mail address to be used to send a tax declaration.
Data (date)  ....................................



.......................................................









                   Podpis (signature) 
Wersja 4  z dnia 04.03.2020 
Information clause for the contractor
The administrator of your personal data is Jesuit University Ignatianum in Krakow with the seat in Krakow, at ul. Kopernika 26 

You can contact us at:  
· e-mail: kadry@ignatianum.edu.pl 
· phone: 12 3999580

1. Data Protection Supervisor 

We have appointed a data protection supervisor. This is a person you can contact regarding our use of personal data you submitted as well as your data protection statutory rights. You can contact the supervisor at: 

·    phone: 12 3999502

·    e-mail: iod@ignatianum.edu.pl 

2. Aims and the legal basis for processing data
a. we shall use your personal data in order to exercise mutual rights and duties between the parties in  
                connection  to signing the contract

b. we shall use your personal data on the basis of:

· the employment contract (Art. 6, section 1 b GDPR).

· legitimate interest, which is possible claim assertion connected to the contract (Art. 6, section 1 f GDPR).

· labour law regulations as well as other state legal order regarding labour law (Art. 6, section 1 c GDPR).

· your consent in the specified cases (Art. 6, section 1 a GDPR)

3. Personal data retention period
We shall store your personal data in the way consistent with the dates indicated by the provisions connected with your employment and mutual claims. If you give another consent, it will be until you withdraw your consent, which, however,  shall not influence the period before its withdrawal. 

4. Recipients of data 

We shall transfer your personal data to subjects helping us fulfil our duties as the principal and in case it is necessary to authorised state bodies. 

5. Your rights connected with processing personal data and making automated decisions                   

Since we use your  personal data you have:

a. the right to withdraw your consent for processing the data, 

b. the right to have access to your personal data, 

c. the right to demand that your personal data should be rectified,

d. the right to demand that your personal data should be removed, 

e. the right to demand  limitation of processing your personal data,

f. the right to protest against processing your data because of your specific situation  - in the cases when we use your data on the basis of our legitimate interest, 

g. the right to transfer your personal data, i.e. the right to receive  your personal data from us, in a structured commonly used IT machine-readable format. You can send this data to another  data supervisor  or demand that we send your data to another supervisor. However, we will do it only if such sending is technically possible. The right to transfer personal data is vested in you only in reference to the data which  we process on the basis of the agreement with you or on the basis of your consent. 

To enjoy the above rights contact HR. 

6. Information on surveillance
 

On the premises of Jesuit University in Kraków  as well as in the building there is 24-hour surveillance in operation, which makes a record of images for employees and property security purposes. The area monitored is marked with iconography. The area monitored includes entrance gates, the car park and the interior of our buildings (passageways), excluding sanitary facilities, kitchen and canteen, etc. The surveillance record is only stored no longer than for five days.

Access to the record is only granted to persons authorized by Jesuit University in Kraków as well as the subjects servicing the system. Surveillance can also be executed by other means such as electronic mail monitoring, GPS monitoring system, monitoring telephone communication according to the above mentioned regulations.

We shall use best efforts in order to ensure physical, technical and organizational protection of personal data against accidental or intentional damage, accidental loss, change, or unauthorized disclosure, use or access according to all regulations.

Remember also that you have: 

The right to withdraw the consent 

You have the right to withdraw your consent for our using your personal data at any time. However, a withdrawal of your consent shall not affect the fact that we could use your personal data for the whole period of the consent being valid, i.e.it shall not affect the consistency with the right to process, which was done on the basis of your consent before its withdrawal. 

The right to lodge a complaint to an agency 

You also have the right to lodge a complaint to a supervisory agency dealing with personal data protection, i.e. President of the Office for Personal Data Protection. 

 

 

